SA WG2 Temporary Document

Page 1

SA WG2 Meeting #95
S2-130190
Prague, Czech Republic - 28 January - 01 February 2013
(revision of S2-13xxxx)
Source:
Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, AT&T, Verizon 
Title:
Priority Data Service for BBF Fixed Devices and WLAN UE NSWO 
Document for:
 Approval 
Agenda Item:
8.3.1
Work Item / Release:
P4C-F/REL 12
Abstract of the contribution: This contribution includes requirements for Priority Data Service (PDS)  BBF Fixed Devices and WLAN UE NSWO.
1. Discussion

BBF TR-134 defines: 
National Emergency: A user has a device and is registered with an “early responder” profile. The user places an emergency call in situations where an early response is required, and is given the highest priority on the available resources. 
TR-134 requirements related to national emergency service are as follows:

· The Admission Control Function (ACF) section states that “prioritized applications, such as emergency calls, may require the ACF at the PEP to pre-empt existing resource reservations.

· The BPC Framework MUST support pre-emption of existing reservations based on a priority scheme  

This contribution proposes a Priority Data Service (PDS) for BBF fixed devices and 3GPP WLAN UE NSWO that is  tailored after the Priority EPS Bearer service defined for eMPS in 3GPP. As there is no equivalent to default bearer in BBF, PDS relies on modifying the QCI/ARP of the Subscriber IP session. The value of the QCI/ARP is determined at Gxd IP CAN session establishment if PDS is active or at PCRF initiated Gxd Session Modification  if PDS is invoked at mid-session.
2. Proposal:

Include the text in the TR
5.3.1.x
Priority Data Service

The Priority Data Service (PDS) targets the ARP and/or QCI   of the Subscriber IP session enabling the prioritization of all traffic on the session.

For non-PDS service, the PCRF shall generate the corresponding PCC/QoS rule(s) as per normal procedures, without consideration whether the MPS Priority EPS Bearer Service is active or not, but upgrade the ARP/QCI values suitable for PDS  when it is invoked. When PDS is revoked, the PCRF shall change ARP/QCI values modified for PDS to an appropriate value according to PCRF decision.

Activation/Deactivation of the priority data service is triggered  by the SPR/UDR notification to  the PCRF when  the subscriber’s QoS profile changes.

The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain (i.e. that are authorized by the serving network).  

NOTE: In a converged network the ARP priority levels 9-15 may be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming

5.3.1.y
PCC rule authorization and QoS rule generation

For PDS service, the PCRF shall generate the corresponding PCC/QoS rule(s) with the ARP/QCI parameters as appropriate for the prioritized service.

For non-PDS service, the PCRF shall generate the corresponding PCC/QoS rule(s) as per normal procedures, without consideration whether PDS is active or not, but upgrade the ARP/QCI values suitable for PDS when it is invoked. When the priority EPS Bearer Service is revoked, the PCRF shall change ARP/QCI values modified for Priority EPS bearer service to an appropriate value according to PCRF decision.

5.1.1.2.4.2
IP-CAN Session Establishment

This clause describes the signalling flow for Gxd IP CAN Session establishment. The session is initiated after that the IP Edge becomes aware of an IPv4 address and/or an IPv6 prefix has been assigned to the fixed device and/or 3GPP UE.
NOTE 1: In bridge mode,the session is initiated after the device has been authenticated per BBF specifications (i.e. out of scope of 3GPP) or after that 3GPP UE performs 3GPP EAP-based authentication and has been assigned an IPv4 address and/or IPv6 Prefix.
NOTE 2: In route mode configuration with NATed RG, the session is initiated after the RG has been connected to the network and has been assigned an IPv4 address and/or IPv6 Prefix. The IPv4 address and/or IPv6 Prefix is assigned as per BBF specifications and it is  out of scope of 3GPP.
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Figure 5.1.1.2.4.2: Initial Attach

1. A Fixed Broadband subscriber session is initiated by the device, (e.g. a RG switches on, a 3GPP UE starts a session, etc…). When the device is not acting as a 3gpp device, the BBF (e.g. access line) authentication is performed as specified by BBF. Otherwise if the device is 3GPP UE the authentication is performed as described in 23.402 [x]. As part of this step, the BBF AAA may provide Default QoS to the IP Edge/PCEF. The IP Edge/PCEF assigns an IP address (and/or an IPv6 prefix) for the Fixed Broadband subscriber session. This step is BBF specific and as such out of scope of this specification.

NOTE 1: In routed mode configuration with NAT, the authentication of any fixed device or 3GPP UE in step 1 does not trigger any IP-CAN session establishment procedure, since the IP-CAN session has been already established after RG connected to the network.
2.
The IP Edge/PCEF sends an indication of the IP-CAN session establishment to the PCRF. The message includes the subscription-ID if available , the Access Line Identifier (physical and logical circuit ID), default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix and subscriber priority per TR-134 and WT-146 requirements.

NOTE 2:  For 3GPP  UE the establishment indication of the IP-CAN session establishment with the PCRF QoS may include the APN (i.e. NSWO-APN)

3.
The PCRF obtains the subscriber's profile related to the  UE.

4.
The PCRF stores the subscription related information containing the information about the allowed service(s) and may include Priority Data Service for establishing a BBF Subscriber IP  session with priority and may also include user profile configuration indicating whether application detection and control should be enabled for the IP-CAN session: The PCRF makes policy decision and derives PCC and ADC Rules. The PCRF may change the default QoS of the subscriber it received from the PCEF. In this step the PCRF sends the decision(s) to the IP Edge/PCEF. The PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
NOTE 3:
The PCRF may override the default QoS received from the IP Edge/PCEF

5
For the solicited application reporting, the PCRF establishes the session with the TDF and provides ADC rules to the TDF.
Editor's note: Whether additional parameters in the PCC Rule are required for the IP-CAN session is FFS.

6.
The PCRF provisions the PCC rules at the IP Edge/PCEF.
6.
This step is BBF specific. The IP Edge/PCEF may communicate with other network elements in the BBF access network per BBF specifications.

5.1.1.2.4.6 
Update of the subscription information in the PCRF

In routed mode with NAT this procedure is applicable only if profile information related to RG has been changed.
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Figure 5.1.1.2.4.6: Update of the subscription information in the PCRF

1
The SPR detects that the subscriber's profile changed.

Editor's note:
Enhancements to the subscriber profile for BBF access is FFS

2
The SPR notifies the PCRF of the profile change, including activation/deactivation of Priority data services, provided if the PCRF has subscribed to such notification event(s).

3
The PCRF responds to the SPR notification message.

4
The PCRF stores the updated profile.

5
The PCRF identifies the rules affected and derives new/modified ones.
If the PCRF receives a notification of a change in Priority Data Service from the SPR, the PCRF shall make the corresponding policy decisions (i.e. ARP and/or QCI change) and initiates the necessary IP-CAN session modification procedure(s) to apply the change.
6
The PCRF initiates the IP-CAN Session Modification procedure per clause 5.1.1.2.4.3 if the BBF access or 3GPP UEs are affected.

5.3.1.4.1
PCRF

The PCRF functionality defined in TS 23.203 [4] shall apply. In addition, to support convergence between 3GPP and BBF network, the PCRF shall:

-
Send PCC rules to the PCEF in the IP Edge over Gxd interface for PCC control in the Fixed Broadband Access Network.

Editor's note: the additional functionalities of PCRF for supporting fixed session and NSWO traffic is FFS.

Additionally, to support TDF based charging as described in clause 5.3.1.2.1, the PCRF shall: 

-
Send ADC Rules including charging parameters to the TDF over Sd interface for TDF based charging control of offloaded 3GPP UEs’ traffic and/or of fixed access session's traffic.
The PCRF shall, at the activation of the Priority Date Service:

-
Initiate the modification of the Gxd IP CAN session and includes new values for the ARP/QCI of the subscriber IP session as appropriate for the Priority Data Service
The PCRF shall, at the deactivation of the Priority Data Service:

-
Determines normal ARP/QCI values for the Subscriber IP Session 

-
Initiate the modification of the Gxd IP CAN session and includes normal ARP/QCI values 

5.3.1.4.2
IP Edge

The IP Edge is network element in the fixed broadband access network controlled by network operator capable of hosting an IP Session. This can be a BNG in the context of BBF TR-101 or a BRAS in the context of TR-59.

It is assumed that the IP Edge implements the PCEF functionalities.

Editor's note: the exact set of functionalities applicable to PCEF located at IP Edge for supporting convergence scenario is FFS.

Editor's note: the additional functionalities of IP Edge for supporting fixed session and NSWO traffic is FFS.

Specifically, it is assumed that the IP Edge:

-
Receives from the PCRF the PCC rules for QoS control in the Fixed Broadband Access network;

-
Requests the PCC rules to the PCRF for QoS control in the Fixed Broadband Access network;

-
Enforces the PCC rules in the Fixed Broadband Access network and performs the appropriate mapping between 3GPP QoS parameters and BBF specific QoS parameters.

- 
Perform admission control in fixed access or delegates admission control decision to other BBF nodes. Based on the admission control, the IP Edge accepts or rejects the request received over Gxd.
-    The IP Edge shall, at the activation of the Priority Date Service:

-
modify the ARP/QCI of PCC/QoS Rules of the Subscriber IP session installed before the activation of the Priority Data  Service to the ARP/QCI received from the PCRF
-  The IP Edge shall, at the deactivation of the Priority Data Service:

-    modify the ARP/QCI of PCC/QoS Rules of the Subscriber IP session installed at the activation of the Priority Data  Service to the ARP/QCI received from the PCRF
-
The IP Edge  shall  be able to take into  account the  priority  level information of the  ARP when establishing or modifying a subscriber IP session.

-
The IP Edge shall be able to take into account the pre-emption capability information of the  ARP when deciding whether a service data flow can get resources that were already assigned to another subscriber IP session with a lower priority level
- 
The IP Edge shall be able to take into account the vulnerability information element of the ARP of the subscriber IP session when deciding whether a service data flow can lose the resources assigned to it in order to admit a service data flow of a subscriber IP session with higher priority level
NOTE:
How the IP Edge performs QoS enforcement in the BBF access and mapping between 3GPP QoS parameters and BBF specific parameters is out of scope of 3GPP.

Editor's note: The assumptions in this clause when fixed broadband access network is a BBF defined network shall be checked with BBF.
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